
 

January 22, 2026  
MORITA HOLDINGS CORPORATION 

 

[Important] Notice Regarding "Spoofed Emails" 
Impersonating Our Company or Employees 

 
Thank you for your continued support. 
 
We have confirmed that "spoofed emails" (spam/phishing emails) pretending 
to be from our company or our employees are currently being sent to various 
recipients. 
 
Please be aware that these emails are fraudulent and were not sent by us. We 
have absolutely no connection to these emails or the websites linked within 
them. 
 
■ Request to Those Who Have Received Such Emails  
 
Opening these emails or accessing the links within them may result in virus 
infection or the theft of personal information. If you receive such an email, 
please take the following precautions: 
 
・ Do not click on any URLs (links) contained in the email. 
 
・ Never enter personal information such as IDs, passwords, or credit card 

numbers. 
 

・ Even if the email appears to be sent from our company or employees, if 
you do not recognize the content, please delete the email immediately 
without opening it. 

 
■ Our Response  
We have reported this incident to the relevant authorities and are 
implementing measures to prevent the spread of these spoofed emails. We will 
also continue to raise awareness regarding this matter. We ask for your 
understanding and cooperation. 
 
 
 
 



 Január 22, 2026 
MORITA HOLDINGS CORPORATION 

 

[Dôležité] Upozornenie na podvodné e-maily vydávajúce sa za 
našu spoločnosť alebo našich zamestnancov 

 
ďakujeme vám za vašu priazeň a podporu. 

 
Zaznamenali sme, že v poslednom čase sú nešpecifikovanému počtu príjemcov 
rozosielané „podvodné e-maily“ (spam/phishing), ktoré sa vydávajú za našu 
spoločnosť alebo našich zamestnancov. 

 
Dovoľujeme si vás upozorniť, že tieto e-maily sú podvodné a neboli odoslané 
našou spoločnosťou. S týmito e-mailmi ani s webovými stránkami, na ktoré 
odkazujú, nemáme absolútne žiadne spojenie. 

 
■ Prosba pre príjemcov týchto e-mailov  
Otvorenie týchto e-mailov alebo kliknutie na odkazy v nich môže viesť k 
vírusovej infekcii alebo krádeži osobných údajov. Ak ste takýto e-mail dostali, 
postupujte prosím podľa nasledujúcich pokynov: 
 
・ V žiadnom prípade neklikajte na URL odkazy (linky) uvedené v tele 

e-mailu. 
 
・ Nikdy nezadávajte osobné údaje, ako sú ID, heslá alebo čísla kreditných 

kariet. 
 
・ Aj keď e-mail vyzerá, že pochádza od našej spoločnosti alebo 

zamestnancov, ak jeho obsah nepoznáte alebo ho neočakávate, e-mail 
neotvárajte a okamžite ho vymažte. 

 
■ Naša reakcia  

 
Tento incident sme nahlásili príslušným orgánom a prijímame opatrenia na 
zabránenie ďalšiemu šíreniu týchto podvodných e-mailov. V tejto veci budeme 
naďalej vydávať upozornenia. Ďakujeme za pochopenie a spoluprácu. 


