January 22, 2026
MORITA HOLDINGS CORPORATION

[Important] Notice Regarding "Spoofed Emails™
Impersonating Our Company or Employees

Thank you for your continued support.

We have confirmed that "spoofed emails" (spam/phishing emails) pretending
to be from our company or our employees are currently being sent to various
recipients.

Please be aware that these emails are fraudulent and were not sent by us. We
have absolutely no connection to these emails or the websites linked within
them.

B Request to Those Who Have Received Such Emails

Opening these emails or accessing the links within them may result in virus
infection or the theft of personal information. If you receive such an email,
please take the following precautions:

Do not click on any URLs (links) contained in the email.

Never enter personal information such as IDs, passwords, or credit card
numbers.

Even if the email appears to be sent from our company or employees, if
you do not recognize the content, please delete the email immediately
without opening it.

m Our Response

We have reported this incident to the relevant authorities and are
implementing measures to prevent the spread of these spoofed emails. We will
also continue to raise awareness regarding this matter. We ask for your
understanding and cooperation.



Januar 22, 2026
MORITA HOLDINGS CORPORATION

[Délezité] Upozornenie na podvodné e-maily vydavajlce sa za
nasu spolocnost’ alebo nasich zamestnancov

d'akujeme vam za vasu priazen a podporu.

Zaznamenali sme, ze v poslednom ¢ase su neSpecifikovanému poctu prijemcov
rozosielané ,podvodné e-maily” (spam/phishing), ktoré sa vydavaju za nasu
spolo¢nost’ alebo nasich zamestnancov.

Dovolujeme si vas upozornit’, ze tieto e-maily st podvodné a neboli odoslané
nasou spolo¢nost'ou. S tymito e-mailmi ani s webovymi strankami, na ktoré
odkazuju, nemame absolltne Ziadne spojenie.

m Prosba pre prijemcov tychto e-mailov

Otvorenie tychto e-mailov alebo kliknutie na odkazy v nich mdze viest’ k
virusovej infekcii alebo kradezi osobnych Udajov. Ak ste takyto e-mail dostali,
postupujte prosim podla nasledujicich pokynov:

V ziadnom pripade neklikajte na URL odkazy (linky) uvedené v tele
e-mailu.

Nikdy nezadavajte osobné Udaje, ako su ID, hesla alebo Cisla kreditnych
kariet.

Aj ked' e-mail vyzera, ze pochadza od nasej spolo¢nosti alebo
zamestnancov, ak jeho obsah nepoznate alebo ho neocakavate, e-mail
neotvarajte a okamzite ho vymazte.

m NasSa reakcia
Tento incident sme nahlasili prislusnym organom a prijimame opatrenia na

zabranenie d'alSiemu Sireniu tychto podvodnych e-mailov. V tejto veci budeme
nad’alej vyddvat’ upozornenia. Dakujeme za pochopenie a spolupracu.



